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Raport z badania

=

przeprowadzonego wsrod przedsiebiorcow
telekomunikacyjnych w zakresie kosztow wymiany sprzetu

I oprogramowania dostawcow spoza UE i NATO w przypadku
zastosowania mechanizmu dostawcy wysokiego ryzyka.

Krajowa Izba Komunikagji Ethernetowej Warszawa, 2 lutego 2026 r.
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Krajowa Izba Komunikacji Ethernetowej (KIKE) istnieje od 2008 roku, —mm——
kiedy grupa lokalnych operatorow z catej Polski postanowita zawigzad

formalng wspotprace pod postacig izby gospodarcze).

Celem KIKE jest wspieranie rodzimego rynku telekomunikacyjnego w .
sektorze mikro, matych i srednich przedsiebiorcow. K I K E

Zrzeszamy polskich lokalnych operatorow telekomunikacyjnych, ktérzy dostarczajg przewodowy
internet szerokopasmowy konsumentom, przedsiebiorcom, instytucjom publicznym, gtéwnie
na wschodzie i potudniu kraju.



WSTEP

Krajowa Izba Komunikacji Ethernetowej (KIKE) z duzym zaangazowaniem
sledzi i stara sie wspierac prace nad kolejnymi wersjami nowelizacji ustawy
o krajowym systemie cyberbezpieczenstwa (KSC).
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Od poczatku tych prac cztonkowie KIKE sg zaniepokojeni mozliwymi
finansowymi skutkami regulacji, w szczegdlnosci w zakresie tzw. dostawcy
wysokiego ryzyka (DWR). Decyzja DWR wiaze sie bowiem z nakazem
wycofania z uzytkowania sprzetu wskazanego w takiej decyzji w ciggu 4 lub
7 lat od daty jej wydania, bez odszkodowania.

Szacowanie mozliwych skutkow takiej decyzji nie zostato dokonane przez
projektodawce na etapie prac nad projektem nowelizacji. Z kolei procedura
wydawania decyzji DWR nie przewiduje obowiazku analizy tej kwestii przez
organ z urzedu.

Niepokoj ma zatem oczywistg przyczyne: nakaz wycofania z uzytkowania sprzetu i oprogramowania, gdy
odbywa sie bez odszkodowania i to przed uptywem okresu amortyzacji (dla urzadzen aktywnych w teleko-
munikacji okres ten wynosi 10 lat), stanowi kosztowng ingerencje w swobode dziatalnosci gospodarczej. Co
wiecej, w opinii przygotowanej na zlecenie KIKE, prof. Ryszard Piotrowski (WPIA UW) wskazat m.in. ze

.[...] regulacja nie przewiduje przyznania odszkodowania z tytutu usuniecia sprzetu lub
oprogramowania, co jest rownoznaczne z pozbawieniem wtasnosci przystugujgcej podmiotom
zobowigzanym na mocy ustawy, a wiec z wywtaszczeniem na cele publiczne. Jest to niezgodne z art. 21
ust. 2 Konstytucji, w mysl ktorego wywtaszczenie jest dopuszczalne, jedynie wowczas, gdy jest
dokonywane na cele publiczne i za stusznym odszkodowaniem'.”

Profesor stwierdzit rowniez, ze rozwigzanie DWR narusza zakaz nadmiernej ingerencji wbrew zasadzie
proporcjonalnosci stanowionych ograniczen.

W zwigzku z powyzszym, bardzo wazne jest budowanie Swiadomosci wsrod przedstawicieli administra-
gji publicznej oraz przedsiebiorcow na temat skali skutkow finansowych potencjalnego nakazu usuwania
sprzetu i oprogramowania.

Nie znamy zakresu sprzetu i oprogramowania, ktory moze by¢ w przysztosci objety nakazem, ani listy
dostawcow, ktorzy by¢ moze zostang uznani za DWR. Nie wiemy réwniez, jakie podmioty odczutyby
faktyczne skutki decyzji DWR. Ten katalog moze by¢ szerszy niz tylko podmioty formalnie zobowigzane do
usuwania sprzetu i oprogramowania, poniewaz sieci telekomunikacyjne i — szerzej — rynek
telekomunikacyjny — stanowig system naczyn potaczonych. Szacowanie skali problemu jest jednak mozliwe.

Z konstrukgji przepisow nowelizacji KSC wynika, ze prog usuniecia sprzetu dostawcow spoza UE i NATO
bedzie nizszy niz w przypadku pozostatych dostawcow. W przypadku dostawcow spoza UE i NATO projekt
zawiera wiecej przestanek - w porownaniu z dostawcami z UE i NATO - ktére moga pozwoli¢ na uznanie ich
za DWR. W zwigzku z powyzszym postanowilismy zbadac stopien wykorzystania sprzetu i oprogramowania
tej wiasnie kategorii dostawcow przez przedsiebiorcow, ktérych zrzeszamy, czyli mikro, matych i srednich
przedsiebiorcow telekomunikacyjnych. W ramach wypetniania ankiet na potrzeby naszego badania,
przedsiebiorcy zostali rowniez zapytani, czy w ich ocenie istnieje realna alternatywa dla sprzetu

i oprogramowania pochodzacych od dostawcow spoza UE oraz NATO.

Ninigjsze opracowanie przedstawia wyniki naszej analizy. Karol Skupien
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Prezes Krajowej Izby Komunikacji Ethernetowej

1. Dr hab. Ryszard Piotrowski (Wydziat Prawa i Administracji Uniwersytetu Warszawskiego) Opinia o zgodnosci wybranych przepiséw projektu ustawy o zmianie ustawy o
krajowym systemie cyberbezpieczenstwa oraz niektorych ustaw z Konstytucja RP, Warszawa 12 czerwca 2025 r.
https://kike.pl/2025/06/prof-piotrowski-przepisy-dwr-niezgodne-z-konstytucja
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“ 1. KLUCZOWE USTALENIA | WNIOSKI

Przeprowadzone przez Krajowg Izbe Komunikacji Ethernetowej badanie ankietowe, w
pofaczeniu z analizg pozyskanych w ten sposob danych, pokazuje, ze oszacowanie skali
potencjalnych skutkdw finansowych nakazu usuwania sprzetu i oprogramowania przez firmy
z branzy komunikacji elektronicznej jest mozliwe, a takze mierzalne.

W przeprowadzonej akdji ankietowej wzieto udziat 152 przedsiebiorcow nalezacych do
segmentu mikro, matych i srednich (MSP) przedsiebiorcow telekomunikacyjnych.

Z Oceny Skutkéw Regulacji, opracowanej i dotgczonej przez Ministerstwo Cyfryzacji do
projektu nowelizacji KSC wynika, ze projekt ten bedzie miat wptyw na 3332 podmioty
wpisane do rejestru przedsiebiorcow telekomunikacyjnych. Tym samym uzyskane wyniki
mozna uznac za reprezentatywne i miarodajne dla przedsiebiorcow telekomunikacyjnych,
nalezacych do podsektora komunikacji elektroniczne;.

Analiza informacji zawartych w ankietach wskazuje, ze przedstawiciele branzy maja nadal
niskg swiadomos¢ konsekwengji i skutkow finansowych wejscia w zycie projektowane;
nowelizacji ustawy o krajowym systemie cyberbezpieczenstwa dla prowadzenia dziatalnosci
gospodarczej i swiadczenia ustug.

Z przeprowadzonej analizy szacowania kosztow wymiany sprzetu i oprogramowania
pochodzacych od dostawcow spoza UE i NATO wynika, ze taczne koszty takiej wymiany dla
jednego przedsiebiorcy moga wyniesc¢ 4,3 min zt netto w piecioletnim okresie. Koszty dla
wszystkich przedsiebiorcow telekomunikacyjnych mogtyby zatem wyniesc 14,4 mld zt netto
W Ciggu pieciu lat.

W zwiagzku z tym, ze obecnie ponad 80% badanych przedsiebiorcow telekomunikacyjnych
posiada w swoich zasobach infrastrukturalnych ponad 50% sprzetu pochodzgcego od
dostawcow spoza UE i NATO, ewentualna koniecznos¢ usuniecia catego takiego sprzetu i
oprogramowania, mogtaby prowadzi¢ do zaburzenia lub w skrajnym przypadku
zatrzymania ciggtosci swiadczonych ustug przez te grupe przedsiebiorcow.

Il. KONTEKST SPRAWY

Analiza zostata wykonana w oparciu o projekt nowelizacji ustawy o krajowym systemie
cyberbezpieczenstwa (KSC) (druk sejmowy nr 1955), po | czytaniu w Sejmie RP, ktore odbyto
sie 5 grudnia 2025 r. Przygotowany przez Ministerstwo Cyfryzacji projekt transponuje do
krajowego porzadku prawnego tzw. dyrektywe NIS2, czyli dyrektywe Parlamentu
Europejskiego i Rady (UE) 2022/2555 z dnia 14 grudnia 2022 r. w sprawie srodkow na rzecz
wysokiego wspdlnego poziomu cyberbezpieczenstwa na terytorium Unii, zmieniajaca
rozporzadzenie (UE) nr 910/2014 i dyrektywe (UE) 2018/1972 oraz uchylajaca dyrektywe (UE)
2016/1148. Ponadto, wdraza on rowniez rozwigzania wynikajace z wytycznych ujetych w
dokumencie 5G Toolbox.
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Rozwigzania ujete w projekcie nowelizacji KSC rozszerzajg znacznie zakres regulacji w
poréwnaniu z dyrektywa NIS2 oraz z wytycznymi 5G Toolbox?, co stanowi tzw.
nadregulacje. Rozwigzania wynikajace z 5G Toolbox zostaty rozszerzone na 18 sektoréw
gospodarki, zamiast poprzesta¢ na elementach krytycznych w sieciach telekomunikacyjnych
5G.

Tak rozszerzone regulacje wiazac sie beda z konsekwencjami dla inwestydji i dostepnosci
technologii, a koniecznos¢ usuwania sprzetu i ustug DWR moze generowac znaczne
obcigzenia finansowe dla podmiotéw zobowigzanych do dostosowania infrastruktury.

Obecnie lista sektoréw i podsektorow dla podmiotow kluczowych i waznych wyglada
nastepujaco:

PODMIOTY KLUCZOWE

sektor podsektor

wydobywanie kopalin

energia elektryczna

ciepto

energia
gaz

energetyka jadrowa

wodor

transport lotniczy

transport kolejowy

transport
transport wodny

transport drogowy

Udzielanie Swiadczen zdrowotnych
i zdrowie publiczne

ochrona zdrowia Produkgja i dystrybucja
substancji czynnych, produktow leczniczych i wyrobow medycz-
nych

Bankowosc i infrastruktura rynkow finansowych

Zaopatrzenie w wode pitna i jej dystrybucja

Zbiorowe odprowadzanie $ciekow

Infrastruktura cyfrowa z wytaczeniem komunikacji elektronicznej

infrastruktura cyfrowa — -
Komunikacja elektroniczna

Zarzadzanie ustugami ICT

Przestrzen kosmiczna

Podmioty publiczne®

2. Prof. dr hab. Artur Nowak-Far (SGH), POROWNANIE MODELI WYKONANIA DYREKTYWY NIS 2 W WYBRANYCH PANSTWACH CZtONKOWSKICH UNII EUROPEJSKIE): W
AUSTRII, CZECHACH, FINLANDII, IRLANDII, NIEMCZECH, SLOWACJI, StOWENII, NA WEGRZECH | WE WEOSZECH. Ekspertyza przygotowana dla Polskiego Towarzystwa
Gospodarczego, Stan prawny: 15 sierpnia 2025 r. https://iptg.pl/wp-content/uploads/2026/01/Opinia-o-wykonaniu-NIS2_2-FINAL ANF.pdf

3. Przede wszystkim w zakresie organéw wiadzy publicznej oraz urzedéw je obstugujacych, sadéw i trybunatéw, jednostek budzetowych, szeregu instytucji o zasiegu
ogolnopolskim, wiele jednostek budzetowych i zaktadéw budzetowych na poziomie wojewédzkim, starostwa powiatowe, niektére urzedy gminy.
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PODMIOTY WAZNE

sektor podsektor

Produkcja wyrobow medycznych i wyrobéw medycznych
do diagnostyki in vitro

Produkcja komputeréw, wyroboéw elektronicznych i optycz-
nych

Produkcja Produkcja urzadzen elektrycznych

Produkcja maszyn i urzadzen, gdzie indziej niesklasyfiko-
wana

Produkcja pojazdéw samochodowych, przyczep i naczep

Produkcja pozostatego sprzetu transportowego

Zbieranie odpadow

Transport odpadow

. .| Przetwarzanie odpadoéw, w tym sortowanie, wraz z nad-
Gospodarowanie odpadami | zorem nad wymienionymi dziataniami, a takze pézniejsze
postepowanie z miejscami unieszkodliwiania odpadow

Dziatania wykonywane w charakterze sprzedawcy odpadow
lub posrednika w obrocie odpadami

Inwestycje energetyki jadrowej

Produkcja, wytwarzanie i dystrybucja chemikaliow

Produkcja, przetwarzanie i dystrybucja zywnosci

Ustugi pocztowe

Dostawcy ustug cyfrowych

Badania naukowe

Podmioty publiczne*

Nalezy takze wskazac, ze podmiotami kluczowymi, co do zasady, beda firmy dziatajgce w
sektorze kluczowym, wieksze niz srednie. Z kolei podmiotami waznymi beda
przedsiebiorstwa Srednie, dziatajace w sektorze kluczowym, lub co najmniej srednie,
dziatajace w sektorze waznym. Projekt przewiduje jednak wiele wyjatkdw, m.in. dla
podsektora komunikacji elektronicznej. Przedsiebiorca komunikacji elektronicznej, w

tym przedsiebiorca telekomunikacyjny, bedzie podmiotem kluczowym juz po osiggnieciu
progu przedsiebiorcy sredniego. Wszyscy pozostali przedsiebiorcy z tego podsektora beda
podmiotami waznymi. Istnieje rowniez szereg innych kategorii przedsiebiorcow mikro i
matych, ktore zostana objete nowelizacja. Liczba podmiotdw, ktdra zostanie obcigzona
obowigzkami regulacyjnymi, jak wynika z Oceny Skutkdéw Regulacji (OSR), wynosi ok. 42 000.

Na szczegdlng uwage zastuguje kwestia tzw. dostawcy wysokiego ryzyka (DWR). Projekt
ustawy okresla go jako dostawce sprzetu lub oprogramowania, ktore sg wykorzystywane
przez, co do zasady, podmioty kluczowe i wazne, jezeli dostawca ten stanowi zagrozenie dla
podstawowego interesu bezpieczenstwa panstwa. Decyzja DWR zawiera wskazanie typow
produktow ICT, rodzajow ustug ICT lub konkretnych procesow ICT pochodzacych od
dostawcy sprzetu lub oprogramowania uwzglednionych w postepowaniu w sprawie uznania
za DWR.

4. Jedynie w zakresie samorzadowych jednostek budzetowych, zaktadéw budzetowych i instytucji kultury oraz spotek wykonujgce zadania o charakterze uzytecznosci
publicznej.
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Zaliczenie dostawcy do tej kategorii, w ramach procedury okreslonej w nowelizacji, opiera
sie m.in. na opinii sporzagdzanej przez Kolegium do Spraw Cyberbezpieczenstwa.

Opinia powinna obejmowac aspekty techniczne (m.in. historia wykrytych incydentow
bezpieczenstwa czy podatnosci) i nietechniczne (zagrozenia ekonomiczne, wywiadowcze,
terrorystyczne, wptyw panstw spoza UE i NATO, ochrona danych osobowych oraz
powigzania z podmiotami objetymi sankcjami miedzynarodowymi). Fundamentalny dla
celow niniejszej analizy jest przepis ustawy, ktory stanowi, ze po zaliczeniu dostawcy do
grona DWR, podmioty kluczowe i wazne muszg zaprzesta¢ uzytkowania dostarczanych
przez niego, okreslonych w decyzji produktow, ustug i procesow ICT w ciggu 4 lat
(operatorzy telekomunikacyjnych sieci ruchomych, w zakresie sprzetu i oprogramowania
petnigcych wskazane w nowelizagji funkcje) lub 7 lat (pozostate podmioty* ).

To z kolei bedzie prowadzi¢ do poniesienia przez te podmioty znacznych naktaddw finanso-
wych na zakup nowych produktow i ustug oraz ich wdrozenie w swojej organizagji.

Jednoczesnie warto podkreslic, ze rzeczywiste oddziatywanie decyzji DWR moze wykraczac
poza jej ramy. Nawet podmioty, ktére nie bedg formalnie zobowigzane prawnie do
usuwania sprzetu i oprogramowania DWR, moga zosta¢ do tego zmuszone posrednio,
poniewaz rynek telekomunikacyjny jest zespotem naczyn potaczonych i nie dziata w prozni.

Odnoszac sie do podsektora komunikacja elektroniczna, ktory zostat zaliczony do sektoréw
kluczowych, opracowana przez Ministerstwo Cyfryzacji OSR wskazuje, ze nowelizacja ustawy
bedzie miata wptyw na co najmniej 3332¢ podmiotow . OSR odwotuje sie w tym zakresie do
rejestru przedsiebiorcow telekomunikacyjnych..

OSR — w kontekscie skutkow finansowych — prezentuje jedynie wptyw na sektor finansow
publicznych. W sekgji pt. ,Wptyw na konkurencyjnos¢ gospodarki i przedsiebiorczos¢, w tym
funkcjonowanie przedsiebiorcéw oraz na rodzing, obywateli i gospodarstwa domowe”
tabela dotyczaca skutkéw w ujeciu pienieznym nie zostata wypetniona, ale jednoczesnie
projektodawca przyznaje, ze wejscie przepisow w zycie bedzie sie wigzac ze wzrostem
naktadow finansowych (dotyczacych nowych obowigzkow w zakresie zarzgdzania ryzykiem
cyberbezpieczenstwa oraz zgtaszania incydentow do witasciwych CSIRT sektorowych, a takze
obowigzek wycofania produktow ICT, ustug ICT i procesow ICT w przypadku uznania
dostawcy za dostawce wysokiego ryzyka), jednak Ministerstwo Cyfryzacji przyznato, ze na
tym etapie nie jest mozliwe oszacowanie kosztow dostosowawczych po stronie
przedsiebiorcow w zaleznosci od ich rodzajéw z uwagi na brak danych.

Projektodawca stwierdzit, ze koszty zwigzane z wycofaniem sprzetu lub oprogramowania
od dostawcow wysokiego ryzyka sg niemierzalne. Nowelizacja przewiduje kompetencje dla
ministra wkasciwego do spraw informatyzacji do wydania decyzji o uznaniu dostawcy
sprzetu lub oprogramowania za dostawce wysokiego ryzyka, co zdaniem Ministerstwa
Cyfryzacji, prowadzi do niemoznosci wskazania kosztow jakie poniosg podmioty kluczowe i
podmioty wazne w zwigzku z wycofaniem produktow ICT, ustug ICT i proceséw ICT
pochodzacych od dostawcow wysokiego ryzyka, poniewaz nie mozna w tej chwili
przewidziec jaka decyzje wyda minister i w zwigzku z tym jakie koszty poniosg podmioty
zobowigzane do wycofania sprzetu.

5. Podmioty kluczowe i wazne (przy czym w przypadku przedsiebiorcow komunikacji elektronicznych, wytacznie przedsiebiorcy, ktérych roczne przychody z tytutu wykonywania
dziatalnosci telekomunikacyjnej sa wyzsze od kwoty 10 mlilionéw ztotych) oraz podmioty finansowe, z wytaczeniem podmiotéw okreslonych w art. 16 rozporzadzenia Parlamentu
Europejskiego i Rady (UE) 2022/2554 z dnia 14 grudnia 2022 r. w sprawie operacyjnej odpornosci cyfrowej sektora finansowego i zmieniajgce rozporzadzenia (WE) nr 1060/2009, 7
(UE) nr 648/2012, (UE) nr 600/2014, (UE) nr 909/2014 oraz (UE) 2016/1011.

6. Na etapie rzagdowego procesu legislacyjnego liczba ta wynosita 3784. Dodatkowo OSR nie zawiera danych w stosunku do podmiotow swiadczacych ustuge komunikacji

interpersonalnej niewykorzystujacej numerow (OTT-1).
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W zwiagzku z tym, ze projektodawca nie przygotowat na potrzeby OSR nawet
szacunkowych danych dotyczacych kosztow niezbednych do poniesienia przez firmy z
branzy komunikagji elektronicznej w celu dostosowania sie do nowych wymogow
regulacyjnych, w tym potencjalnych kosztow wymiany produktéw ICT, ustug ICT i procesow
ICT pochodzacych od dostawcdw wysokiego ryzyka, celem analizy jest przeprowadzenie
oszacowania takich skutkow w oparciu o dane pozyskane przez Krajowg Izbe

Komunikacji Elektroniczne;j.

Dodatkowymi celami analizy sg: okreslenie Swiadomosci przedsiebiorcow na temat
konsekwengji finansowych i organizacyjnych wejscia w zycie nowych przepisow oraz czy w
ich ocenie istnieje realna alternatywa zastapienia sprzetu i ustug dostawcow

wysokiego ryzyka produktami dostawcow pochodzgcych wytacznie z terenu UE oraz NATO.

IV. MATERIALY ZRODLOWE

Do analizy wykorzystano informacje przekazane przez przedsiebiorcow
telekomunikacyjnych z segmentu mikro, matych i érednich przedsiebiorcéw (MSP).

Dane te zostaty pozyskane z ankiety umieszczonej na dedykowanej podstronie Krajowej
|Izby Komunikadji Ethernetowej i udostepnionej przedsiebiorcom MSP do wypetnienia.
Okres ankietowania trwat od 16 listopada 2025 r. do 16 stycznia 2026 r. Dane do analizy
zostaty przekazane w postaci pliku xIs. Ankiety na potrzeby tej analizy zostaty wypetnione
przez 152 przedsiebiorcow.

Dodatkowo do analizy wykorzystano projekt nowelizacji ustawy KSC w wersji po | czytaniu w
Sejmie, ktére odbyto sie 5 grudnia 2025 r., w szczegdlnosci informacje znajdujace sie w OSR
I uzasadnieniu, a takze informacje ogolnodostepne w zrodtach otwartych.

V. WYNIKI ANALIZY

W ramach ankiety sformutowano 13 nastepujacych pytan:

Czy znane sg Pani/Panu konsekwencje wejscia w zycie ustawy o zmianie ustawy o
1 krajowym systemie cyberbezpieczenstwa przyjetej przez Rade Ministrow
w pazdzierniku 20257?

lle w zasobach firmy znajduje sie sprzetu teleinformatycznego, w tym sieciowego,
2 urzgdzen elektronicznych (komputery, serwery, routery, switche, DWDM, firewalle,
anty-DDoS itp.) od producentow pochodzacych spoza panstw Unii Europejskiej i NATO?

Czy Pani/Pana zdaniem istnieje realna mozliwos¢ wymiany powyzszego sprzetu
3 teleinformatycznego i zastgpienie ich wytacznie urzadzeniami produkowanymi przez
firmy z panstw Unii Europejskiej i NATO?
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Jezeli TAK to: czy Pani/Pana zdaniem koszt netto wymiany powyzszego sprzetu
(koszt wymiany jest rozumiany jako zakup nowych urzadzen, utylizacja wymienianych
oraz ustuga demontazu i instalacji nowych urzadzen) bedzie na poziomie?

Jaka jest procentowa warto$¢ wykorzystywanego oprogramowania (w tym programow
komputerowych, aplikacji, sterownikow, silnikow bazodanowych etc., niezalezenie od
formy posiadania — wtasnos¢ produktow, licencje, subskrypcje itp.) pochodzacego

od producentow z panstw spoza Unii Europejskiej i NATO w stosunku do catego
posiadanego oprogramowania?

Czy Pani/Pana zdaniem istnieje realna mozliwos¢ wymiany powyzszego
oprogramowania i zastapienie go wyfacznie oprogramowaniem od producentéw
pochodzacych z panstw Unii Europejskiej i NATO?

Jezeli TAK to: czy Pani/Pana zdaniem koszt netto wymiany oprogramowania
(koszt wymiany jest rozumiany jako zakup nowego oprogramowania oraz ustugi
deinstalacji oraz instalacji, konfiguracji i wdrozenia nowego) bedzie na poziomie?

Jakie sg roczne koszty serwisu i wsparcia technicznego posiadanego sprzetu od
producentow pochodzacych spoza panstw Unii Europejskiej i NATO?

Jakie sg roczne koszty serwisu i wsparcia technicznego dla posiadanego
oprogramowania pochodzacego od producentow spoza panstw Unii Europejskiej
i NATO?

Czy Pani/Pana zdaniem wymiana posiadanego sprzetu i urzagdzen na sprzet
pochodzacy wytacznie z panstw Unii Europejskiej i NATO bedzie wigzata sie z wiekszymi
kosztami serwisu i wsparcia technicznego?

Jezeli TAK to: bedzie to kwota netto na poziomie?

Czy Pani/Pana zdaniem wymiana posiadanego oprogramowania na oprogramowanie
pochodzace wytacznie z panstw Unii Europejskiej i NATO bedzie wigzata sie z wigkszymi
kosztami serwisu i wsparcia technicznego?

1 3 Jezeli TAK to: bedzie to kwota netto na poziomie?
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Pierwszym celem analizy byto okreslenie poziomu swiadomosci przedsiebiorcow z branzy
komunikacji elektronicznej, jaki wptyw na ten podsektor bedg miec przepisy nowelizagji
ustawy KSC. Zagadnienie zostato zaadresowane pytaniem nr 1. Sposrod 152 odpowiedzi,
w 73 przypadkach ankietowani wskazali odpowiedz ,NIE".

Stanowi to 48%, czyli blisko potowe ankietowanych. Prowadzi to do wniosku, ze
przedsiebiorcy nadal nie posiedli wystarczajacego poziomu wiedzy na temat konsekwencji
wejscia przepisow w zycie na prowadzenie dziatalnosci gospodarczej — zarbwno w wymiarze
organizacyjnym jak i finansowym, co moze w przysztosci generowac dla nich dodatkowe
ryzyka.

TAK
52%

Wykres nr 1 — Odpowiedzi udzielone na pytanie: Czy znane sq Pani/Panu konsekwencje wejscia w zycie
ustawy o zmianie ustawy o krajowym systemie cyberbezpieczeristwa przyjetej przez Rade Ministrow
w pazdzierniku 2025?

Kolejnym celem byta préba ustalenia, czy dla sprzetu i oprogramowania podmiotow
uznanych za dostawcow wysokiego ryzyka istnieje realna alternatywa w postaci produktow
I ustug ICT dostarczanych przez firmy z UE lub NATO. Ten aspekt jest niezwykle istotny dla
bezpieczenstwa panstwa.

Jezeli podmioty wazne i kluczowe zostang zobowigzane do

wycofania z uzytkowania okreslonego sprzetu i oprogramowania, a nie bedzie dla nich
zamiennikow w wymiarze funkcjonalnym (aspekt kosztowy zostanie omowiony w dalsze;
czesci raportu), moze to doprowadzi¢ do zatrzymania lub znaczacego spowolnienia
procesow w tych organizacjach, ktore dziatajg w sektorach uznanych przez projektodawce
za fundamentalne dla bezpieczenstwa wewnetrznego i stabilnosci panstwa.

W przypadku mozliwosci wymiany sprzetu 103 z 152 ankietowanych stwierdzito, ze taka
mozliwos¢ nie istnieje. Stanowi to 68% wszystkich odpowiedzi.
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Wykres nr 2 - Odpowiedzi udzielone na pytanie: Czy Pani/Pana zdaniem istnieje realna mozliwosc
wymiany powyzszego sprzetu teleinformatycznego i zastgpienie ich urzqdzeniami produkowanymi
przez firmy z panstw Unii Europejskiej i NATO?

W celu oceny, na ile ewentualna konieczno$¢ wymiany sprzetu i oprogramowania
dostawcow spoza UE i NATO moze by¢ problematyczna oraz, czy w praktyce doprowadzi¢
do zatrzymania lub utrudnienia prowadzenia dziatalnosci gospodarczej, nalezy takze ocenic¢
jaki udziat sprzetu takich dostawcédw znajduje sie obecnie w zasobach ankietowanych
przedsiebiorcow. Taki wiasnie cel miato pytanie nr 2 ankiety. Ponizej zostaty przedstawione
dane w ujeciu procentowym, prezentujace ten podziat.

do 10%
®od 10% do 30¢
od 30% do 50°
od 50% do 70°
®od 70% do 90¢

W powyze] 90%

16%

42%

Wykres nr 3 — Odpowiedzi udzielone na pytanie: Ille w zasobach Pani/Pana firmy znajduje sie sprzetu
teleinformatycznego, w tym sieciowego, urzqdzen elektronicznych (komputery, serwery, routery, switche,
DWDM, firewalle, anty-DDoS itp.) od producentéw pochodzqcych spoza panstw Unii Europejskiej i NATO?

11
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Z przedstawionych danych wynika, ze w praktyce az 81% firm moze doswiadczy¢ ryzyka
zatrzymania swiadczonych ustug i proceséw biznesowych. Jest to grupa oznaczona
kolorami: szarym, fioletowym i granatowym, w ktérej ponad potowa sprzetu

pochodzi spoza UE i NATO. Z kolei dodatkowe 4% podmiotow moze mie¢ problem z
utrzymaniem niezaktoconej ciggtosci prowadzenia dziatalnosci, gdyz w tej grupie sprzet
spoza UE i NATO stanowi miedzy 30% a 50% zasobow.

Podsumowujac, mozna zatozy¢, ze w przypadku koniecznosci wycofania z uzytkowania
sprzetu dostawcow spoza UE i NATO, 85% przedsiebiorcow moze borykac sie z roznej skali
problemami utrzymania efektywnosci, jakosci i liczby Swiadczonych ustug na poziomie
sprzed pojawienia sie takiej koniecznosci.

Odmiennie wyglada natomiast sytuacja w przypadku oprogramowania dostarczanego przez
podmioty spoza UE i NATO. Z przeprowadzonej ankiety wynika, ze 69% przedsiebiorcéw
widzi mozliwos¢ wymiany i zastgpienia go wytacznie oprogramowaniem firm z panstw UE i
NATO.

TAK
69%

Wykres nr 4 - Odpowiedzi udzielone na pytanie: Czy Pani/Pana zdaniem istnieje realna mozliwos¢
wymiany powyzszego oprogramowania i zastgpienie go wytqgcznie oprogramowaniem od producentow
pochodzqcych z panstw Unii Europejskiej i NATO?

Wskaznik na poziomie blisko 70% nalezy uznac za obiektywnie wysoki, tym samym
konieczno$¢ wymiany oprogramowania najprawdopodobniej nie wywota znaczacego
wptywu organizacyjnego na firmy, tym bardziej, ze 80% ankietowanych wskazato, ze w
swoich zasobach informatycznych posiada mniej niz 30% oprogramowania’ dostawcow
spoza UE i NATO, a tylko 8% stwierdzito, ze takie oprogramowanie stanowi wiecej niz 50%
catosci takich zasobow. Szczegotowe dane z podziatem procentowym zostaty
zaprezentowane na ponizszym wykresie.

7. W ujeciu wartosci wykorzystywanego oprogramowania spoza UE i NATO w stosunku do catego posiad oprogr: lia.

9
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2% 2%

do 10%
®od 10% do 30%
od 30% do 50%
®od 50% do 70%
®od 70% do 90%

Hpowyzej 90%

58%

Wykres nr 5 — Odpowiedzi udzielone na pytanie: Jaka jest procentowa wartos¢ wykorzystywanego
oprogramowania (w tym programow komputerowych, aplikacji, sterownikéw, silnikéw bazodanowych etc.,
niezalezenie od formy posiadania - wtasnosc produktéw, licencje, subskrypcje itp.) pochodzgcego od
producentéw z panstw spoza Unii Europejskiej i NATO w stosunku do catego posiadanego
oprogramowania?

Z powyzszych danych wynika, ze koniecznos¢ wymiany oprogramowania dostawcow
pochodzacych spoza UE i NATO nie powinna negatywnie wptynac na realizowane procesy i
Swiadczenie ustug przez przedsiebiorcow z branzy komunikacji elektroniczne).

Podstawowym celem analizy byta préba udzielenia odpowiedzi na pytanie, w jaki sposéb
wejscie w zycie nowelizagji ustawy KSC wptynie na aspekt finansowy prowadzonej przez
firmy dziatalnosci gospodarczej, precyzujac — czy nastgpi wzrost kosztow, a jezeli tak, to
szacunkowo o jakg kwote. Ze wzgledu na to, ze dane podlegajace analizie opieraja sie na
pytaniach ankietowych, poza procesem szacowania kosztow pozostaja inne czynniki
kosztotworcze zawarte w projekcie nowelizacji, m.in. wprowadzenie odpowiednich i
proporcjonalnych srodkdw technicznych, operacyjnych i organizacyjnych®:

Badanie skupia sie wytacznie na oszacowaniu kosztow, ktére mogliby ponies¢
przedsiebiorcy w zwigzku z ewentualnymi decyzjami ministra wtasciwego ds. informatyzadji
w przedmiocie uznania dostawcow sprzetu i oprogramowania spoza UE i NATO za
dostawcow wysokiego ryzyka, co w konsekwencji mogtoby doprowadzi¢ do koniecznosci
zastapienia sprzetu i oprogramowania nowymi rozwigzaniami.

Analiza ww. kosztow, ze wzgledu na inng specyfike produktowa, sktada sie z dwoch
elementow, badanych niezaleznie od siebie — szacowanych kosztow wymiany sprzetu oraz
kosztow wymiany oprogramowania. Ponadto dla obu elementdw przeanalizowano koszty
serwisu i wsparcia technicznego, gdyz tego typu ustugi réwniez objete sg roznymi
politykami sprzedazowymi, czesto powigzanymi z praktykami stosowanymi w kraju
producenta.

8. Obejmuja one m.in.: polityke analizy ryzyka i bezpieczenstwa systeméw informatycznych, zarzadzanieincydentami, opracowanie planu ciggtosci dziatania oraz
zarzadzania kryzysowego, bezpieczenstwo tancucha dostaw, polityke i procedury oceny skutecznosci srodkéw zarzadzania ryzykiem, szkolenia z cyberbezpieczenstwa
czy zarzadzanie dostepami i aktywami.
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Z udzielonych przez ankietowane firmy odpowiedzi wynika, ze 50% z nich uwaza, iz koszt
wymiany sprzetu przekroczytby 1 min PLN netto, 24% twierdzi, ze bytaby to kwota w
przedziale od 500 tys. PLN do 1 min PLN. Petne dane prezentuje ponizszy wykres.

do 50 tys. PLN

od 50 tys. PLN do 100 tys. PLN

od 100 tys. PLN do 500 tys. PLN
Eod 500 tys. PLN do 1 min PLN

Hpowyzej 1 min PLN

50%

Wykres nr 6 — Odpowiedzi udzielone na pytanie: Czy Pani/Pana zdaniem koszt netto wymiany sprzetu
(koszt wymiany jest rozumiany jako zakup nowych urzqdzen, utylizacja wymienianych oraz ustuga
demontazu i instalacji nowych urzqdzen) bedzie na poziomie?

W toku procesu analitycznego, podjeto decyzje, aby zaprezentowane na powyzszym wykresie
dane przeliczy¢ z wykorzystaniem funkgji Sredniej wazonej, co umozliwi uzyskanie
reprezentatywnej kwoty z tego badania. Proces obliczenia sredniej wazonej dla
prezentowanych na wykresie danych rozpoczeto od wyliczenia Sredniej arytmetycznej dla
wszystkich pieciu przedziatow kwotowych. Ponizsza tabela zawiera wyniki przeliczenia.

Tabela nr 1 - Wyniki sredniej arytmetycznej dla przedziatow kwotowych z pytania nr 4

przedziat kwotowy z pytania nr 4 Srednia arytmetyczna
do 50 tys. PLN 25000 PLN

od 50 tys. PLN do 100 tys. PLN 75 000 PLN

od 100 tys. PLN do 500 tys. PLN 300 000 PLN

od 500 tys. PLN do 1 miIn PLN 750 000 PLN

powyzej 1 min PLN 1100 000 PLN?

Uwaga: Metode obliczania sredniej arytmetycznej zastosowanq w Tabeli nr 1 przyjeto jako ujednolicong metode
dla wszystkich pozostatych obliczeri w raportowanym badaniu.

9. Dla przedziatu powyzej 1 min tys. PLN nie da sie utworzyc sredniej ze ledu na brak okreslonej kwoty ,do”. Tym samym przyjeto ostroznosciowy wspoétczynnik
dla dal procesu szac i

14
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Nastepnie podanym w tabeli usrednionym kwotom przypisano wage odpowiadajaca
wartosciom procentowym dla odpowiedniego przedziatu kwotowego z wykresu nr 6.

W ostatnim etapie tak przygotowane dane, utozone w tabeli, przeliczono z wykorzystaniem
formuty w programie MS Excel™ W ten sposob otrzymano srednig wazona, ktorg nalezy
interpretowac przez pryzmat celow analizy, czyli jako szacunkowy koszt wymiany sprzetu.
W ponizszej tabeli zaprezentowano wyniki obliczenia Sredniej wazone;j.

Tabela nr 2 — Wyniki sredniej wazonej dla kosztow wymiany sprzetu

przedziat kwotowy z pytania nr 4 | Waga - procent Srednia kwota
udzielonych odpowiedzi w PLN

do 50 tys. PLN 4% 25000

od 50 tys. PLN do 100 tys. PLN 8% 75 000

od 100 tys. PLN do 500 tys. PLN 14% 300 000

od 500 tys. PLN do 1 min PLN 24% 750 000

powyzej 1 min PLN 50% 1100 000

Srednia arytmetyczna 450 000

Srednia wazona 779 000

W celu oszacowania catosciowych kosztéw zwigzanych z wymiang sprzetu, nalezato takze
przeanalizowac koszty serwisu i wsparcia technicznego dla tych urzgdzen. W tym przypadku
az 95% ankietowanych wskazato, ze wymiana sprzetu wigzataby sie ze wzrostem kosztow.
Wyniki zapytania zostaty zaprezentowane na ponizszym wykresie.

TAK
95%

Wykres nr 7 - Odpowiedzi udzielone na pytanie: Czy Pani/Pana zdaniem wymiana posiadanego sprzetu i
urzgdzen na sprzet pochodzqcy wytqcznie od producentéw z panstw Unii Europejskiej i NATO
bedzie wigzata sie z wiekszymi kosztami serwisu i wsparcia technicznego?

10. Formuta dla tej tabeli to =SUMA.ILOCZYNOW(C2:C6;B2:B6)/SUMA(B2:B6)
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Z udzielonych przez ankietowane firmy odpowiedzi wynika, ze 36% z nich uwaza, iz koszt
serwisu i wsparcia technicznego wynositby w przedziale od 100 tys. PLN do 500 tys. PLN, a
27% podmiotdw twierdzi, ze wzrost wyniostby od 50 tys. PLN do 100 tys. PLN. Petne dane
zostaty zaprezentowane na ponizszym wykresie.

do 50 tys. PLN

od 50 tys. PLN do 100
tys. PLN

od 100 tys. PLN de 500
tys. PLN

®od 500 tys. PLN do 1
min PLN

mpowyzej 1 min PLN

36%

Wykres nr 8 - Odpowiedzi udzielone na pytanie: Jezeli TAK to: bedzie to kwota netto na poziomie?

Ponownie, aby moc oszacowac wzrost kosztow serwisu i wsparcia technicznego dla
wymienionego sprzetu, nalezato wyliczy¢ srednig wazong z powyzszych odpowiedzi.
Proces przebiegat analogicznie do opisanego szczegotowo przy kosztach wymiany sprzetu,
wiec w tym miejscu zostang zaprezentowane jedynie tabelaryczne wyniki dokonywanych
obliczen.

Tabela nr 3 - Wyniki sredniej wazonej dla kosztow serwisu i wsparcia technicznego sprzetu

przedziat kwotowy z pytania nr Waga - procent Srednia kwota
1 udzielonych odpowiedzi w PLN

do 50 tys. PLN 14% 25000

od 50 tys. PLN do 100 tys. PLN 27% 75000

od 100 tys. PLN do 500 tys. PLN 36% 300 000

od 500 tys. PLN do 1 min PLN 10% 750 000
powyzej T min PLN 13% 1100 000
Srednia arytmetyczna 450 000

srednia wazona" 349 750

Podsumowujac, catosciowe koszty zwigzane z koniecznoscig wymiany sprzetu dostawcow
spoza UE i NATO u jednego przedsiebiorcy mozna oszacowac na poziomie 1128 750 PLN
netto™ w pierwszym roku, natomiast w przeciagu 5 lat” kwota ta moze wynosic 2 527 750
PLN netto™

11. Formuta dla tej tabeli to =SUMA.ILOCZYNOW(C2:C6;B2:B6)/SUMA(B2:B6)

12. Suma sSredniego kosztu wymiany sprzetu z tabeli nr 2 i sredniego rocznego kosztu serwisu z tabeli nr 3.

13. Przyjeto okres o potowe krétszy niz wymaga sie na potrzeby szacowania kosztow w Ocenie Skutkéw Regulacji, gdyz w széstym roku najprawdopodobniej pojawia sie i tak
pewne dodatkowe inwestycje zwigzane z koniecznoscig wymiany, naprawy czy modernizacji posiadanego sprzetu. To z kolei bedzie miato wplyw zaréwno na koszty sprzetu jak i

jego serwisu. Podobny punkt widzenia zostat zaprezentowany w uzasadnieniu do projektu nowelizacji. Tam autorzy wskazali, ze $redni cykl Zycia urzadzenia wynosi od 5 do 10 lat.

14. Suma $redniego kosztu wymiany sprzetu z tabeli nr 2 i pieciokrotnosci sredniego rocznego kosztu serwisu z tabeli nr 3.
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Drugim elementem badania wptywu nowelizacji ustawy KSC na aspekt finansowy
prowadzonej przez przedsiebiorcow telekomunikacyjnych dziatalnosci gospodarczej jest
analiza kosztow zwigzanych z wymiang oprogramowania oraz ustug jego serwisu i
wsparcia technicznego. Z udzielonych przez ankietowane podmioty odpowiedzi wynika, ze
37% z nich uwaza, iz koszt wymiany oprogramowania miescitby sie w przedziale od 100 tys.
PLN do 500 tys. PLN, a 31% twierdzi, ze bytaby to kwota w przedziale do 50 tys. PLN.

Petne dane prezentuje ponizszy wykres.

do 50 tys. PLN

od 50 tys. PLN do 100 tys. PI

8% od 100 tys. PLN do 500 tys.

PLN
®od 500 tys. PLN do Tmin PLN

W powyzej 1 min PLN

Wykres nr 9 — Odpowiedzi udzielone na pytanie: Jezeli TAK to: czy Pani/Pana zdaniem koszt netto wymiany
oprogramowania (koszt wymiany jest rozumiany jako zakup nowego oprogramowania oraz ustugi
deinstalacji oraz instalacji, konfiguracji i wdrozenia nowego) bedzie na poziomie?

Dla oszacowania kosztow wymiany oprogramowania ponownie postuzono sie metoda
wyliczania sredniej wazonej, analogicznie jak w przypadku obliczenia kosztow wymiany
sprzetu. Ponizsza tabela zawiera wyniki tego przeliczenia.

Tabela nr 4 - Wyniki sredniej wazonej dla kosztow wymiany oprogramowania

przedziat kwotowy z pytania nr 7 | Waga - procent Srednia kwota
udzielonych odpowiedzi w PLN

do 50 tys. PLN 31% 25 000

od 50 tys. PLN do 100 tys. PLN 10% 75 000

od 100 tys. PLN do 500 tys. PLN 37% 300 000

od 500 tys. PLN do 1 min PLN 8% 750 000

powyzej T min PLN 14% 1100 000

Srednia arytmetyczna 450 000
Srednia wazona® 340 250

15. Formuta dla tej tabeli to =SUMA.ILOCZYNOW(C2:C6;B2:B6)/SUMA(B2:B6)
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Nastepnie powtorzono proces analityczny dla oszacowania wzrostu kosztow zwigzanych z
ustuga serwisu i wsparcia technicznego oprogramowania. W tym przypadku 88%
ankietowanych stwierdzito, ze wedtug nich taki wzrost nastgpi.

TAK
88%

Wykres nr 10 - Odpowiedzi udzielone na pytanie: Czy Pani/Pana zdaniem wymiana posiadanego
oprogramowania na oprogramowanie pochodzqce wytqgcznie od producentow z panstw Unii Europejskiej i
NATO bedzie wiqzata sie z wiekszymi kosztami serwisu i wsparcia technicznego?

Z udzielonych przez ankietowane firmy odpowiedzi wynika, ze 38% z nich uwaza, iz koszt
serwisu i wsparcia technicznego oprogramowania wzréstby w przedziale od 50 tys. PLN do
100 tys. PLN. Tyle samo podmiotéw uwaza, ze bytby to wzrost w przedziale od 100 tys. PLN
do 500 tys. PLN.

8% do 50 tys. PLN

od 50 tys. PLN do 100 tys. PLN

od 100 tys. PLN do 500 tys.
PLN

®od 500 tys. PLN do 1 min PLN

M powyzej 1 min PLN

38%

Wykres nr 11 — Odpowiedzi udzielone na pytanie: Jezeli TAK to: bedzie to kwota netto na poziomie?
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Do oszacowania kosztow serwisu i wsparcia technicznego dla wymienionego
oprogramowania, wykorzystano formute wyliczenia Sredniej wazonej z powyzszych
odpwiedzi. Ponizej zaprezentowano tabelaryczne wyniki wykonanych obliczen.

Tabela nr 5 — Wyniki sredniej wazonej dla kosztow serwisu i wsparcia technicznego oprogramowania

przedziat kwotowy z pytania nr 13 Waga - procent srednia kwota
udzielonych odpowiedzi w PLN

do 50 tys. PLN 8% 25000

od 50 tys. PLN do 100 tys. PLN 38% 75 000

od 100 tys. PLN do 500 tys. PLN 38% 300 000

od 500 tys. PLN do 1 min PLN 8% 750 000

powyzej T min PLN 8% 1100 000

Srednia arytmetyczna 450 000

srednia wazona'® 292 500

Podsumowujac, catosciowe koszty zwigzane z koniecznoscig wymiany oprogramowania
producenta uznanego za dostawce wysokiego ryzyka u jednego przedsiebiorcy mozna
oszacowac na poziomie 632 750 PLN netto” w pierwszym roku, natomiast w przeciaggu 5
lat kwota ta moze wynosi¢ 7 802 750 PLN netto’ .

Z przeprowadzonej analizy szacowania kosztow zwigzanych z koniecznoscig wymiany
sprzetu i oprogramowania dostawcow spoza UE i NATO, ktorej skutkiem bytaby faktyczna
koniecznos¢ usuniecia catego sprzetu i oprogramowania takich dostawcow wynika,

ze faczna kwota dla jednego przedsiebiorcy w piecioletnim okresie moze wynies¢

4 330 500 PLN netto.

16. Formuta dla tej tabeli to =SUMA.ILOCZYNOW(C2:C4;B2:B4)/SUMA(B2:B4)
17. Suma $redniego kosztu wymiany oprogramowania z tabeli nr 4 i Sredniego rocznego kosztu serwisu z tabeli nr 5.
18. Suma sredniego kosztu wymiany oprogramowania z tabeli nr 4 i pieciokrotnosci Sredniego rocznego kosztu serwisu z tabeli nr 5.
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'E VI. sZCZEGOLOWE WNIOSKI | PODSUMOWANIE KONCOWE

1. Koszty przestrzegania obowigzkéw wynikajacych dla przedsiebiorcow z przepisow nowelizagji
ustawy KSC nie zostaty zwymiarowane przez projektodawce w aspekcie finansowym. W Ocenie
Skutkéw Regulacji mozna jedynie odnalez¢ potwierdzenie, ze projektodawca ma swiadomos¢
zwiekszenia naktadow finansowych, ktére beda musieli ponosi¢ przedsiebiorcy z branzy
komunikacji elektronicznej, jednak nie podjat trudu ich petnego oszacowania.

2. Blisko potowa firm, na ktére bezposrednio bedg oddziatywac przepisy nowelizacji KSC nie
posiada swiadomosci konsekwencji nowych regulacji. Potwierdza to takze wynik przeprowadzonej
ankiety, w ktorej 48% podmiotow wskazato, Ze nie s mu znane konsekwencje zwigzane w
wejsciem w zycie tej nowelizacji.

3. Na podstawie wynikow ankiety mozna przyjac zatozenie, ze ewentualna konieczno$¢ wymiany
oprogramowania dostawcéw spoza UE i NATO nie powinna spowodowac w skali ogélnopolskiej
znaczacych probleméw z zachowaniem ciggtosci dziatania swiadczenia ustug z obszaru
komunikacji elektronicznej. Blisko 70% ankietowanych stwierdzito, ze istnieje mozliwos¢ wymiany
tego oprogramowania na pochodzace wytgcznie z panstw UE i NATO. Tym bardziej, ze 80%
ankietowanych wskazato, iz w swoich zasobach posiada mniej niz 30% oprogramowania
dostawcow spoza UE i NATO.

4. lIstnigje realne ryzyko, ze w przypadku koniecznosci wymiany sprzetu dostawcow z panstw
spoza UE i NATO, 85% przedsiebiorcéw borykatoby sie z duzymi problemami utrzymania
efektywnosci, jakosci i liczby Swiadczonych ustug na poziomie sprzed pojawienia sie takiej
koniecznosci, poniewaz obecnie ponad 80% firm posiada w swoich zasobach ponad 50% sprzetu
pochodzgcego spoza UE i NATO.

5. W oparciu o zebrane na podstawie ankiet dane dotyczace potencjalnych kosztéw wymiany
sprzetu i oprogramowania pochodzacego od dostawcow wysokiego ryzyka, a takze kosztow
zwigzanych z serwisem i wsparciem technicznym dla nowo zakupionych produktow i ustug ICT
pochodzacych od firm z UE i NATO mozna przyja¢, ze szacunkowa kwota dla jednego
przedsiebiorcy telekomunikacyjnego mogtaby wynies¢ 4,3 min PLN netto w piecioletniej
perspektywie. W tej kwocie zawarty jest szacunkowy koszt zakupu nowych produktéw, koszt
deinstalacji starych i instalacji nowych urzadzen, koszt utylizacji zdemontowanego sprzetu oraz
koszty piecioletniej ustugi serwisu i wsparcia technicznego.

6. W oparciu o wyliczong szacunkowa kwote kosztow jakie moze ponies¢ pojedynczy
przedsiebiorca, mozna takze oszacowac przyblizony skutek finansowy dla wszystkich
przedsiebiorcow telekomunikacyjnych z podsektora komunikacja elektroniczna. Wedtug danych
zawartych w Ocenie Skutkow Regulacji, nowelizacja bedzie miata wptyw na 3332 podmioty z
branzy, co po przemnozeniu przez wartos¢ finansowa skutku dla jednejfirmy daje kwote okoto
14,4 mld PLN netto w piecioletniej perspektywie.

7. Nalezy pamieta¢, ze przedmiotem analizy byto oszacowanie kosztéw, ktére mogliby ponies¢
przedsiebiorcy telekomunikacyjni, gdyby praktycznym skutkiem decyzji DWR byto usuniecie
catego sprzetu i oprogramowania dostawcow z panstw spoza UE i NATO. Tym samym poza
badaniem pozostaty inne obcigzenia i obowiagzki wynikajgce z projektowanej nowelizacji KSC, takie
jak obowigzek wprowadzenia systemu zarzadzania bezpieczenstwem informacji, obowiazki
zgtaszania incydentow do wiasciwych CSIRT sektorowych, czy wykonywanie okresowych audytow.
To bedzie mie¢ rowniez bezposredni wptyw na organizacje pracy i koszty funkcjonowania tych
przedsiebiorcow.



